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POLICY ON RESEARCH DATA BANK AND DATA REPOSITORY
PRIME MEDICAL COLLEGE (PMC), ISLAMABAD

1. Purpose
The purpose of this policy is to establish a structured framework for the collection, storage, management, sharing, security, and reuse of research data generated at Prime Medical College, ensuring research integrity, transparency, ethical compliance, and data security.

2. Scope
This policy applies to:
· Undergraduate and postgraduate research projects
· Faculty-led research studies
· Institutional surveys, audits, and databases
· Theses, dissertations, and funded research
· Collaborative and multicenter research involving PMC

3. Definitions
· Research Data: Any data collected, generated, or analyzed during research, including clinical, laboratory, survey, imaging, and qualitative data.
· Data Bank: A centralized institutional system for storing structured research datasets.
· Data Repository: A secure digital platform for long-term storage, preservation, and controlled access to research data.
· Principal Investigator (PI): The lead researcher responsible for a study.
· De-identification: Removal of personal identifiers to protect participant confidentiality.

4. Establishment of PMC Research Data Bank
Prime Medical College shall establish a centralized Research Data Bank under the supervision of:
· Director Medical Education
· Institutional Research Committee (IRC)
· IT and Data Security Unit
The Data Bank shall serve as the official institutional repository for all approved research data.

5. Data Ownership
· Research data generated at PMC shall be considered institutional property, with intellectual contributions acknowledged.
· Students retain authorship rights, while PMC retains custodial responsibility.
· External collaborations shall follow mutually agreed data-sharing agreements.

6. Data Submission Requirements
All approved research projects must:
· Submit cleaned, final datasets to the PMC Data Repository
· Include:
· Data dictionary
· Methodology summary
· Ethical approval reference
· Consent documentation (where applicable)
Submission timelines:
· Within 3 months of project completion
· Prior to thesis submission or publication

7. Ethical and Legal Compliance
· All data must comply with:
· Ethical Review Committee (ERC) approvals
· Informed consent requirements
· HEC and PMDC research ethics standards
· Human subject data must be anonymized or coded before submission.

8. Data Access and Use
a. Access Levels
· Restricted Access: Identifiable or sensitive data
· Controlled Access: De-identified datasets for approved research
· Open Access: Aggregated or non-sensitive data (with approval)
b. Data Access Requests
· Must be submitted in writing to the IRC
· Approved on the basis of:
· Scientific merit
· Ethical clearance
· Intended use

9. Data Security and Confidentiality
PMC shall ensure:
· Secure servers with role-based access
· Password protection and encryption
· Regular data backups
· Protection against unauthorized access or data breaches
Any data breach must be reported immediately to the Institutional Research Committee.

10. Data Retention and Preservation
· Research data shall be retained for a minimum of 5 years after project completion
· For clinical trials and funded research, retention shall follow sponsor or regulatory requirements
· Archived data may be destroyed securely after the retention period, with approval.

11. Responsibilities
Students and Researchers
· Ensure accuracy and integrity of data
· Maintain confidentiality
· Submit data as per institutional requirements
Supervisors and Faculty
· Monitor data quality and ethical compliance
· Ensure timely data submission
Institution
· Maintain secure infrastructure
· Provide training on data management
· Facilitate ethical data reuse

12. Data Sharing and Publication
· Data sharing shall be encouraged for academic purposes
· Proper citation and acknowledgment of PMC Data Bank is mandatory
· Commercial use requires institutional approval

13. Training and Capacity Building
PMC shall provide:
· Training on research data management
· Workshops on ethical data handling
· Awareness sessions on data repositories

14. Monitoring and Compliance
· The Institutional Research Committee shall oversee compliance
· Non-compliance may result in:
· Delay in thesis approval
· Withdrawal of research privileges
· Disciplinary action as per institutional policy

15. Policy Review
This policy shall be reviewed every 3 years or earlier in accordance with:
· HEC Pakistan updates
· PMDC regulations
· Emerging best practices in research governance

Approved by: Academic Council, Prime Medical College
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